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Turkiye'deki Gelismeler

Veri Ihlali Bildirimleri

Cleverbridge GmbH tarafindan Kisisel Verileri Koruma Kuruluna (“KVK Kurulu”) bildirilen veri
ihlali, 09.10.2025 tarihinde Kisisel Verileri Koruma Kurumunun (“KVK Kurumu”) internet

sitesinde yayimlanmistir.

Veri sorumlusu Cleverbridge GmbH tarafindan KVK Kuruluna veri ihlali (“Veri ihlali” veya “ihlal”)

bildirilmistir. Bildirimde asagidaki hususlar belirtilmistir:

+ ihlalin 10.09.2025 tarihinde basladigi ve 15.09.2025 tarihinde tespit edildigi,

* Veri sorumlusunun mdisteri veri tabanina yetkisiz erisim sonucu ihlalin gergeklestigi; bilinmeyen bir IP
adresi tarafindan API'nin alisiimadik bir sekilde kullanildiginin fark edilmesi tzerine API'nin bilgi givenligi
ekibi tarafindan engellendigi,

« ihlalden etkilenen ilgili kisi grubunun misteri/potansiyel misteriler oldugu

« lhlalden etkilenen kisisel veri kategorilerinin kimlik, iletisim ve finans verileri oldugu,

« ihlalden etkilenen kisi sayisinin 1235 oldugu

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8460/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Cleverbridge-GmbH
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Veri Ihlali Bildirimleri

Haydigiy E-Ticaret Tekstil Sanayi ve Ticaret Limited Sirketi tarafindan KVK Kuruluna bildirilen

veri ihlali, 21.10.2025 tarihinde KVK Kurumunun internet sitesinde yayimlanmistir.

Veri sorumlusu Haydigiy E-Ticaret Tekstil Sanayi ve Ticaret Limited Sirketi tarafindan KVK Kuruluna veri

ihlali bildirilmistir. Bildirimde asagidaki hususlar belirtilmistir:

+ ihlalin baslama tarihinin tam olarak bilinmedigi ve 15.10.2025 tarihinde tespit edildigi,

* Verisorumlusunun bazi musterileri tarafindan iletilen stpheli islem bildirimleri Gzerine baslatilan inceleme
sonucunda bir yonetici hesabina yetkisiz erisim saglandigl ve bu hesap Uzerinden siteye bir kod
eklendiginin tespit edildigi,

« ihlalden etkilenen ilgili kisi gruplarinin abone/lyeler ile misteri ve potansiyel musteriler oldugu,

« |hlalden etkilenen kisisel veri kategorilerinin iletisim, lokasyon ve finans bilgileri oldugu,

+ ihlalden etkilenen ilgili kisi sayisinin belirlenmesi icin calismalarin devam ettigi

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8465/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Haydigiy-E-Ticaret-Tekstil-Sanayi-ve-Ticaret-Limited-Sirketi
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Veri Ihlali Bildirimleri

istanbul Golf ihtisas Spor Kuliibii tarafindan KVK Kuruluna bildirilen veri ihlali, 21.10.2025

tarihinde KVK Kurumunun internet sitesinde yayimlanmistir.

Veri sorumlusu istanbul Golf ihtisas Spor Kuliibii tarafindan KVK Kuruluna veri ihlali bildirilmistir.

Bildirimde asagidaki hususlar belirtilmistir:

ihlalin, 15.10.2025 tarihinde veri sorumlusu bilgisayarinda fidye talebi iceren mesajin gériilmesiyle tespit
edildigi,

Bilgisayar tzerinde bulunan dosyalarda sifreleme isleminin basarili bir sekilde gerceklesmedigi,

ihlalden etkilenen ilgili kisi grubunun; aboneler/iyeler oldugu,

ihlalden etkilenen kisisel verilerin; kimlik (T.C. No), iletisim (e-posta, cep telefonu veya ofis telefonu),
lokasyon (adres), 6zIUk (medeni durumu, adli sicil kaydi) ve mesleki deneyim bilgileri oldugu,

ihlalden etkilenen kisi sayisinin heniiz tespit edilemedigi incelemelerin devam ettigi

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8466/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Istanbul-Golf-Ihtisas-Spor-Kulubu

DL Avukatlik Biirosu | 2026

Turkiye'deki Gelismeler

Veri Ihlali Bildirimleri

Mango T.R. Tekstil Tic. Ltd. Sti. tarafindan KVK Kuruluna bildirilen veri ihlali, 21.10.2025

tarihinde KVK Kurumunun internet sitesinde yayimlanmistir.

Veri sorumlusu Mango T.R. Tekstil Tic. Ltd. Sti. tarafindan KVK Kuruluna veri ihlali bildirilmistir. Bildirimde

asagdidaki hususlar belirtilmigstir:

« Jhlalin 06.10.2025-10.10.2025 tarihleri arasinda gerceklestigi, 10.10.2025 tarihinde tespit edildigi,

« hlalin, veri sorumlusunun kullandig dijital pazarlama e-posta sistemi platformunun API’sine erisim icin
kullanilan bir yonetici kimlik bilgisinin sizdirilmasi sonucu, musteri verilerine yetkisiz erisim saglanmasiyla
gerceklestigi,

* Siber saldirinin Mango’nun Ispanya merkezine gerceklestirildigi ve Tiirk vatandaslari da dahil olmak Gzere
global olarak tim miusterilerin kisisel verilerine yetkisiz olarak erisilmis oldugu,

* ihlalden misterilere ait ad (soyad verisi icin ihlal olmadigi), lilke, posta kodu, telefon numarasi ve e-posta
adresi bilgilerinin etkilendigi,

* Ihlalden, Mango Tirkiye icin 4.349.620 ilgili kisinin etkilendigi

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8467/Kamuoyu-Duyurusu-Veri-Ihlali-Bildirimi-Mango-T-R-Tekstil-Tic-Ltd-Sti-
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Veri Ihlali Bildirimleri

Beygelik Holding A.S. ve Grup Sirketleri tarafindan KVK Kurumuna bildirilen veri ihlali,

11.12.2025 tarihinde KVK Kurumunun internet sitesinde yayimlanmistir.

Veri sorumlusu Beycelik Holding A.S., Bak Enerji Uretimi A.S., Ber Enerji Uretim A.S., BEWEN Enerji A.S.,

Beycelik Elawan Yenilenebilir Enerji Uretim A.S., Beygelik Gestamp Otomotiv Sanayi A.S., Beygelik Gestamp

Sasi Otomotiv Sanayi A.S., Beycelik Gestamp Teknoloji ve Kalip Sanayi A.S., Beygelik Sigorta Aracilik

Hizmetleri A.S., Celikform Gestamp Otomotiv A.S., Gesbey Enerji Tiirbini Kule Uretim San. Tic. A.S., Gescrap

Turkey Metal San. Tic. A.S., Sabas Elektrik Uretim A.S., Warmhaus Isitma ve Sogutma Sistemleri San. Tic.

A.S., YGT Elektrik Uretim A.S. tarafindan KVK Kuruluna veri ihlali bildirilmistir. Bildirimde asagidaki

hususlar belirtilmistir:

+ Jhlalin Beycelik Gestamp Otomotiv Sanayi A.S.nin sunucularina 04.12.2025 tarihinde fidye yazilimi
yuklenerek sistemlerinin sifrelenmesi sonucu gergeklestigi,

« ihlalden etkilenen ilgili kisi gruplarinin hentiz bilinmedigi,

* Saldiriya ugrayan sunucular binyesinde tutulan kisisel veri kategorilerinin ayristirilmasinin teknik olarak bu
asamada mimkin olmadig, incelemelerin devam ettigi

« ihlalden etkilenen kisi sayisinin heniiz tespit edilemedigi incelemelerin devam ettigi

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8557/kamuoyu-duyurusu-veri-ihlali-bildirimi-beycelik-holding-a-s-ve-grup-sirketleri
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Veri Ihlali Bildirimleri

Dem ilag Sanayi ve Ticaret A.S. tarafindan KVK Kuruluna bildirilen veri ihlali, 11.12.2025

tarihinde KVK Kurumu internet sitesinde yayimlanmistir.

Veri sorumlusu Dem ilag Sanayi ve Ticaret A.S. tarafindan KVK Kuruluna veri ihlali bildirilmistir. Bildirimde

asagdidaki hususlar belirtilmigstir:

* Veri sorumlusunun 07.12.2025 tarihinde fidye yazilimi saldirisina maruz kaldigl,

* Siber tehdit aktérinin yaklasik 1 TB hacminde olan hassas datayi da ele gecirdigi iddiasinda bulundugu,

* ihlal hakkinda arastirmalarin veri sorumlusu binyesinde devam ettigi,

* ihlalden etkilenen ilgili kisi gruplarinin, calisanlar, kullanicilar, misteriler/potansiyel misteriler oldugu,

* Tehdit aktodrt tarafindan tim sistemlerine erisildigi belirtildigi icin etkilenmis olabilecek kisisel verilerin
genis kapsamda belirtildigi; bu baglamda etkilenen verilerin kimlik, iletisim, lokasyon, 6zIUk, hukuki islem,
musteri islem, fiziksel mekan guvenligi, islem glvenligi, risk yonetimi, finans, mesleki deneyim, pazarlama,
gorsel ve isitsel kayitlar, saglik bilgileri, ceza mahkumiyeti ve glivenlik tedbirleri olabilecegi,

* lhlalden etkilenen kisi sayisinin heniz tespit edilemedigi; arastirmanin devam ettigi

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8558/kamuoyu-duyurusu-veri-ihlali-bildirimi-dem-ilac-sanayi-ve-ticaret-a-s
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Veri Ihlali Bildirimleri

Balikesir Uludag Turizm Tas. ins. Tic. Ltd Sti. tarafindan KVK Kuruluna bildirilen veri

ihlali, 11.12.2025 tarihinde KVK Kurumu internet sitesinde yayimlanmistir.

Veri sorumlusu Balikesir Uludag Turizm Tas. ins. Tic. Ltd Sti. tarafindan KVK Kuruluna veri ihlali

bildirilmistir. Bildirimde asagidaki hususlar belirtilmistir:

 fhlalin 01.12.2025-05.12.2025 tarihleri arasinda gerceklestigi, 06.12.2025 tarihinde saat 15.52’de
tespit edildigi,

 Jhlalin, veri sorumlusunun portal yonetim giris sayfasindaki yetkili kullanici hesabina yonelik
gerceklestirilen brute-force (kaba kuvvet) saldirisi sonucunda sisteme yetkisiz erisim saglanmaslyla
gerceklestigi,

* Yetkisiz erisim yapan kisilerin, sirkete ait bilgilerin ele gecirildigi iddiasinda bulunarak SMS ile sirket
yoneticilerine bildirimde bulundugu,

* ihlalden etkilenen ilgili kisi sayisinin tam olarak bilinmedigi, ancak saldirgan tarafindan 10 milyondan
fazla verinin ele gecirildiginin iddia edildigi,

* Ihlalden etkilenen ilgili kisi grubunun; calisanlar, aboneler/lyeler ve miisteriler oldugu,

* Veri sorumlusu tarafindan ihlalden etkilenen kisisel veri kategorilerinin kimlik ve iletisim bilgileri
oldugunun belirtildigi, ancak saldirgan tarafindan; veri sorumlusuna ait otobls seferleri

(kalkilan/inilen otogar, tarih, saat), otobUs seferlerindeki yolcularin kisisel verileri, SMS veri loglari,

tim Gyelere ait T.C. kimlik numarasi, telefon numarasi, ad, soyad, sifre ve Gye numarasi ile is basvuru

ilgili karara buradan ulasabilirsiniz.



https://www.kvkk.gov.tr/Icerik/8561/kamuoyu-duyurusu-veri-ihlali-bildirimi-balikesir-uludag-turizm-tas-ins-tic-ltd-sti
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Duyurular ve Haberler

Yeniden degerleme oranina gére 2026 yilinda uygulanacak KVKK idari para cezalar agiklanmistir.

213 sayili Vergi Usul Kanunu’nun muikerrer 298’inci maddesi uyarinca belirlenen yeniden degerleme orani, 27

Kasim 2025 tarihli ve 33090 sayili Resmi Gazete’de yayimlanmig olup 2026 yili igin %25,49 olarak tespit edilmistir.

Bu oran dogrultusunda, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 18’inci maddesinde éngorilen idari para

cezalari 2026 yilinda asagidaki sekilde uygulanacaktir:

e Aydinlatma yuakimlulugine aykirilk halinde: 85.437 TL—1.709.200 TL

* Veri glvenligine iliskin yikamlaltklere aykirilik halinde: 256.357 TL—17.092.242 TL

* Kurul tarafindan verilen kararlara aykirilik halinde: 427.263 TL—17.092.242 TL

* VERBIS’e kayit ve bildirim yikimliligine aykirilik halinde: 341.809 TL—17.092.242 TL

e Yurt disi veri aktarimina iliskin standart s6zlesme bildirim yikUmlGlagindn yerine getirilmemesi halinde: 90.308
TL-1.806.377TL

Belirlenen tutarlar, 2026 yili boyunca uygulanacak olup veri sorumlulari agisindan uyum slreglerinin mali risk

boyutunu 6nemli 6l¢lide artirmaktadir.

ilgili diizenlemeye buradan ulasabilirsiniz.

KVK Kurumu tarafindan Sorularla Veri Sorumlulari Sicil Bilgi Sistemi (VERBIS) ve Veri Sorumlulari
Sicil Bilgi Sistemi (VERBIS) Kilavuzu giincellenmistir.

Veri sorumlularinin 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 16’nci maddesi uyarinca Sicile kayit ve
bildirim ylikimluGligunin vyerine getirilmesi hususunda faydalanmalari amaciyla yayimlanan Sorularla Veri
Sorumlulari Sicil Bilgi Sistemi (VERBIS) ve Veri Sorumlulari Sicil Bilgi Sistemi (VERBIS) Kilavuzu, VERBIS ekranlarinda
veri sorumlularinin sisteme kayit ve bildirim stregclerini kolaylastirmak amaciyla yapilan degisiklikler gz oniinde

bulundurularak giincellenmistir.

Konuya iliskin detayli bilgilere, asagida yer alan Sorularla VERBIS ve VERBIS Kilavuzu baglantilari (izerinden

ulasabilirsiniz.


https://www.resmigazete.gov.tr/eskiler/2025/11/20251127-4.htm
https://verbis.kvkk.gov.tr/sharedFolder/sorularla-verbis.pdf?ts=20251006
https://verbis.kvkk.gov.tr/sharedFolder/veri-sorumlulari-sicil-bilgi-sistemi-kilavuzu.pdf?ts=20251006
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Duyurular ve Haberler

KVK Kurumu tarafindan ana faaliyet konusu o6zel nitelikli kisisel veri isleme olan veri

sorumlularinin VERBIS’e kayit yiikiimlilGigiine iliskin istisna kriterleri hakkinda kamuoyu duyurusu

yayinlanmistir.

6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 16’nci maddesi uyarinca, kisisel veri isleyen gercek ve tizel kisi

veri sorumlularinin Veri Sorumlular Sicil Bilgi Sistemine (VERBIS) kayit yikimliligi bulunmakla birlikte, Kisisel

Verileri Koruma Kurulu tarafindan belirlenen objektif kriterler c¢ercevesinde bu yikimlilige istisna

getirilebilmektedir.

e Bu kapsamda daha once alinan Kurul kararlari ile, belirli calisan sayisi ve mali bilanco esiklerinin altinda kalan ve
ana faaliyet konusu o&zel nitelikli kisisel veri isleme olmayan veri sorumlulari icin VERBIS’e kayit
yUkumlalGginden istisna 6ngorilmustar.

* Gelinen asamada, lUlkemizdeki ekonomik kosullar ve ozellikle mikro 6lcekli isletmelerin sinirli personel ve mali
imkanlara sahip olmasi dikkate alinarak, ana faaliyet konusu 6zel nitelikli kisisel veri isleme olan veri sorumlulari
bakimindan da yeni bir degerlendirme yapilmistir. Bu dogrultuda, Kisisel Verileri Koruma Kurulunun 04.09.2025

tarihli ve 2025/1572 sayili Karari ile yeni bir istisna kriteri belirlenmistir.

S6z konusu Karar uyarinca;

* Ana faaliyet konusu 6zel nitelikli kisisel veri isleme olmakla birlikte,

* Yillik calisan sayisi 10’dan az olan ve

* Yillik mali bilango toplami 10 milyon Tirk Lirasindan az olan

gercek veya tiizel kisi veri sorumlularinin VERBIS’e kayit ve bildirim yikimliligiinden istisna tutulmasina karar

verilmistir.

ilgili Kurul Karart ile belirlenen yeni istisna kriterlerine iliskin detayli bilgilere buradan ulasabilirsiniz.


https://www.kvkk.gov.tr/Icerik/8388/KAMUOYU-DUYURUSU
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Duyurular ve Haberler

KVK Kurumu tarafindan Kisisel Verilerin Korunmasi ile ilgili Secilmis Giincel Gelismeler’in 49. ve

50. boliimi yayimlanmistir.

KVK Kurumu tarafindan yayinlanan gelismelerden 6ne ¢ikan hususlar asagidaki gibidir;

Siber Glvenlik

* ENISA Threat Landscape 2025 raporuna gore AB’de siber tehdit ortami strekli ve profesyonellesmis saldirilar ile
sekillenmektedir.

* Fidye yazilimlari ve oltalama saldirilari (%60) baslica tehditler olmaya devam etmekte; yapay zeka destekli sosyal
muhendislik saldirilari hizli sekilde yayginlasmaktadir.

» Zafiyet istismari (%21,3), etkin yama ydnetimi ve temel siber hijyenin kritik &nemini ortaya koymaktadir.

Veri Koruma ve Gizlilik

e CNIL anketi, kullanicilarin énemli bir kisminin hedefli reklamsiz dijital hizmetler icin 6deme yapmaya istekli
oldugunu géstermektedir.

* Kisisel verilerin korunmasi, dijital hizmet seciminde fiyat ve hizmet kalitesiyle karsilastirilabilir dizeyde belirleyici
bir unsur haline gelmistir.

GDPR ve AB Diizeyinde Oncelikler

* EDPB, 2026 yili icin GDPR kapsamindaki seffaflik ve bilgilendirme yiukimluliklerine uyumu oncelikli denetim
konusu olarak belirlemistir.

¢ Avrupa Komisyonu ve EDPB, DMA—-GDPR etkilesimine iliskin taslak rehberi kamuoyu gorisine agmistir.

Yapay Zeka ve Dlzenleyici Cerceve

* AB Yapay Zeka TizUgU'nln, GDPR ve diger dijital dizenlemelerle birlikte uygulanmasinin ciddi duzenleyici
karmaslklk yarattigl vurgulanmaktadir.

e ISO/IEC 27701:2025 standardi giincellenmis; gizlilik yonetimi ve hesap verebilirlik odagi giclendirilmistir.

Tarkive

* 2026 Yili Cumhurbagkanhg Yilhk Programi, KVKK’nin GDPR ile uyumlastirilmasinin 2026 yilinda tamamlanacagini
ongormektedir.

European Commission

* Yapay zekd icin veriye erisimin artirilmasini ve veri kurallarinin sadelestiriimesini hedefleyen “Veri Birligi
Stratejisi”ni yayimlayarak AB'nin kiiresel veri ve yapay zeka rekabetgiligini gliclendirmeyi amacglamaktadir.
EDPS

* Yapay zeka sistemlerine iliskin temel risklerin tespiti ve azaltilmasina yonelik risk yonetimi rehberi yayimlamistir.

Konuya iliskin detayli bilgilere, asagida yer alan 49. Bolim ve 50. Bolum baglantilar Gzerinden ulasabilirsiniz.



https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/15338972-7ea7-4602-9a34-2028f8c0630f.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5MjZiNzc3Njk0Zjg.pdf
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Duyurular ve Haberler

KVK Kurumu tarafindan hazirlanan”Uretken Yapay Zeka ve Kisisel Verilerin Korunmasi Rehberi”

Kurumun internet sitesinde yayimlanmistir.

KVK Kurumunun internet sitesinde yayimlanan rehber kapsaminda asagidaki bilgilere yer verilmistir.

1. Uretken Yapay Zeka (UYZ) Kavrami ve isleyisi: Uretken Yapay Zeka, blyik 6lcekli veri kiimeleri (izerinde egitilen

ve kullanici komutlarina yanit olarak metin, gorsel, ses, video veya yazilim kodu gibi 6zgln icerikler Uretebilen
bir yapay zeka tirtudur. Geleneksel yapay zekda modelleri belirli gérevleri yerine getirmek Uzere sinirl verilerle
calisirken, UYZ sistemleri timdiyle yeni icerikler Gretme kapasitesine sahiptir. Bu sistemlerin yasam doéngiisi;
amag belirleme, veri toplama, egitim/ince ayar, degerlendirme ve yerlestirme asamalarindan olusur.
2. Temel Riskler: UYZ kullanimi, beraberinde 6nemli etik ve hukuki riskler getirmektedir;

e Halisinasyonlar: Gergekle 6rtismeyen ancak ikna edici gorinen hatal giktilarin Gretilmesi.

*  OnYarg: Egitim verilerindeki ayrimciligin veya dengesizliklerin ciktilara yansitiimasi.

*  Veri Gizliligi ve Glvenligi: Kisisel verilerin model ¢iktilarina yansimasi veya veri sizintisi riskleri.

*  Deep Fake: Bireylerin gercekgi taklitlerinin olusturularak manipulasyon yapilmasi

3. Kisisel Verilerin Korunmasi ve Hukuki Uyumluluk: UYZ sistemleri, egitimden ¢ikti Gretimine kadar her asamada

kisisel veri isleme potansiyeline sahiptir. Bu faaliyetler 6698 sayili KVKK kapsaminda degerlendirilmeli ve
asagidaki esaslara uyulmalidir;

*  Genel ilkeler: Veri isleme; hukuka ve duristlik kurallarina uygun, dogru, giincel, belirli, mesru
amaglarla sinirli ve 6lctli olmahdir.

e Hukuki Sebepler: Kisisel veriler islenirken acik riza, sozlesmenin ifasi, veri sorumlusunun mesru
menfaati veya alenilestirme gibi Kanun’un 5. ve 6. maddelerindeki sartlardan en az birine
dayanilmalidir. Ozellikle mesru menfaat sartinda, ilgili kisinin temel haklarina zarar verilmediginden
emin olmak icin "denge testi" yapiimalidir.

*  Veri Sorumlusu ve isleyen: Roller belirlenirken taraflarin veri isleme amaclari ve vasitalari Gizerindeki
fiili kontroll esas alinmalidir.

*  Yurt Disina Aktarim: UYZ servislerinin yurt disi kaynakli olmasi durumunda, aktarimlar yeterlilik karar
veya uygun glvenceler gercevesinde gerceklestiriimelidir.

4. Seffaflik ve ilgili Kisi Haklari: Veri sorumlular, UYZ sistemleri araciligiyla veri islerken aydinlatma yikimluligin

yerine getirmeli; sistemin tirl ve verilerin kullanim amaci hakkinda agik ve sade bir dille bilgi vermelidir.
Bireyler; verilerine erisme, dizeltme, silme ve minhasiran otomatik sistemlerle yapilan analizlere itiraz etme

haklarina sahiptir.

ilgili rehberin tamamina buradan ulasabilirsiniz.


https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5MjNmNmIwZWY3YTE.pdf
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KVK Kurumu tarafindan 11. Uluslararasi S6zlesme Nitelig¢inde Olmayan Anlagsma ile Yurt Disina

Kisisel Veri Aktarimina izin Verilmesi Hakkinda Duyuru yayimlanmustir.

6698 sayill Kisisel Verilerin Korunmasi Kanunu’nun 9/4(a) maddesi kapsaminda, igisleri Bakanligi Gog idaresi
Baskanligi ile Birlesmis Milletler Mdlteciler Yuksek Komiserligi arasinda imzalanan ve uluslararasi sozlesme niteligi
tasimayan anlasma, Kisisel Verileri Koruma Kurulu tarafindan degerlendirilmis ve kisisel verilerin yurt digina

aktarilmasina 21.10.2025 tarihinde izin verilmistir.

ilgili duyuru metnine buradan ulasabilirsiniz.

KVK Kurumu tarafindan Siber Giivenlik Farkindalik Ayi kapsaminda kisisel verilerin korunmasi ve

siber giivenlige iliskin tavsiyeler Kurumun sosyal ag hesaplari lizerinden paylagilmistir.
KVK Kurumunun LinkedIn agi Uzerinden sirket, kurum ve kuruluslarin siber glvenliklerini gilglendirmelerine

yardimci olmaya yonelik birtakim tavsiyeler sunulmustur;

e GUglU parolalar kullaniimasi ve mimkin olan durumlarda ¢ok faktorlt kimlik dogrulamasinin uygulanmasi

* Birden fazla kisiye e-posta gdnderirken alicilarin gizliligini korumaya 6zen gdsterilmesi ve glvenli toplu e-posta
yontemlerinin degerlendirilmesi

e Slpheli e-postalara kars! dikkatli olunmasi ve calisanlarin bu konuda bilinglendirilmesi

e Cihazlarda anti-virts ve kot amach yazihmlara karsi koruma saglayan yazilimlarin bulundurulmasi ve bunlarin
gincel tutulmasi

* Cihaz basindan kisa streli ayrilmalarda ekranin kilitlenmesi

e Calisanlarin vyalnizca gorevleriyle ilgili bilgilere erisebilmesini saglamak amaciyla erisim kontrollerinin
uygulanmasi

* Kalabalik ortamlarda ekranda acik olan belgelere dikkat edilmesi

e Cevrimici toplantilarda ekran paylasimi dncesinde gereksiz belgelerin kapatilmasi ve bildirimlerin devre disi
birakilmasi

* Kisisel verilerin yalnizca gerekli oldugu sire boyunca saklanmasi

* Kullanilmayan ekipman ve kayitlarin kisisel veri birakmayacak sekilde gtivenli bicimde imha edilmesi

ilgili tavsiyelere buradan ulasabilirsiniz.


https://www.kvkk.gov.tr/Icerik/8538/uluslararasi-sozlesme-niteliginde-olmayan-anlasma-ile-yurt-disina-kisisel-veri-aktarimina-izin-verilmesi-hakkinda-duyuru
https://media.licdn.com/dms/document/media/v2/D4D1FAQF1Ogdy9iAMyg/feedshare-document-pdf-analyzed/B4DZnhwq2VH0AY-/0/1760429278532?e=1768435200&v=beta&t=XtMqDMVbNglwedjs5Q71ijM6_PGCYOSywtOT5VkZFNw
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KVK Kurumu tarafindan 8. Yilinda Kisisel Verileri Koruma Kurumu kitap¢igi yayimlanmistir.

Kisisel Verileri Koruma Kurumunun kuruldugu ginden bu yana kisisel verilerin korunmasi alaninda referans
niteliginde bir kaynak sunmak amaciyla “8. Yilinda Kisisel Verileri Koruma Kurumu” isimli ¢calisma hazirlanmistir.
Calismada, Kisisel Verileri Koruma Kurumu’nun 2017-2025 Nisan donemini kapsayan calismalarina Kurumsal
Gelisim Sireci, Yasal Statii ve Mevzuat, Kurumsal is ve islemler ile Kurumsal Tanitim, Farkindalik ve Bilinglendirme

Faaliyetleri basliklarina yer verilmistir.

ilgili kitapcigin tamamina buradan ulasabilirsiniz.

KVK Kurumu tarafindan Kisisel Verilerin Korunmasi ile ilgili Segilmis Giincel Gelismeler’in 51.

boéliimii yayimlanmistir.

KVK Kurumu tarafindan yayinlanan gelismelerden ¢ne cikan husular asagidaki gibidir;

European Data Protection Board

e E-ticaret sitelerinde kullanici hesabi olusturulmasini gerektiren hukuki dayanaklara iliskin tavsiyeler iceren taslak
dokidmani kamuoyu gorisine agmistir (son tarih: 12.02.2026).

UNICEF

¢ Cocuk merkezli yapay zeka yaklasimini esas alan glincellenmis rehberini yayimlayarak, yapay zeka sistemlerinde
cocuklarin givenligi, mahremiyeti ve Ustln yararinin korunmasini temel gereklilik olarak vurgulamistir.

European Parliament

*  Yapay zekanin finans sektort Uzerindeki etkilerine iliskin bir karar kabul ederek, finansal hizmetlerde yapay zeka
kullaniminin riskler ve temel haklar boyutuyla ele alinmasi gerektigini ortaya koymustur.

EDPS

* TechSonar 2025-2026 raporunu yayimlayarak Agentic Al, Al Companions ve Automated Proctoring gibi
gelismekte olan teknolojilerin veri koruma agisindan yakindan izlenmesi gereken alanlar olduguna dikkat
cekmistir.

UNESCO

* Mahkemelerde ve yargl mercilerinde yapay zeka kullanimina iliskin rehber ilkeleri yayimlayarak, yargisal

slreclerde seffaflik, insan denetimi ve hesap verebilirlik ilkelerinin korunmasinin altini gizmistir.

ilgili b6limin tamamina buradan ulasabilirsiniz.


https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5NTI4YzRiYzY1Nzc.pdf
https://www.kvkk.gov.tr/SharedFolderServer/CMSFiles/MTY5NDE1M2FjMTBmNmM.pdf
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KVK Kurumu tarafindan turizm ve otelcilik sektériinde konaklama hizmeti alan kisilerin T.C. kimlik

kart: fotokopisinin kaydedilmesi hakkinda ilke Karari yayimlanmistir.

Kisisel Verileri Koruma Kurulu, turizm ve otelcilik sektoriinde konaklama hizmeti alan kisilerden T.C. kimlik karti
fotokopisi alinmasinin hukuka aykiri olduguna karar vermistir. Kimlik bilgilerinin mevzuat geregi kaydedilmesi
hukuka uygun olmakla birlikte, kimlik kartinin fotokopisinin alinmasi gereginden fazla veri isleme niteligi tasimakta
ve herhangi bir hukuki dayanaga dayanmamaktadir. Bu kapsamda, konaklama tesislerinin kimlik fotokopisi alma
uygulamasina son vermesi, daha 6nce alinmis fotokopilerin ise 6698 sayili Kanun’un 7’nci maddesi uyarinca imha

edilmesi gerekmektedir. Aksi halde, veri sorumlulari hakkinda idari yaptirim uygulanabilecegi belirtilmistir.

ilgili ilke Karar’'na buradan ulasabilirsiniz.



https://www.resmigazete.gov.tr/eskiler/2025/12/20251209-11.pdf
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Hollanda Veri Koruma Otoritesi (“AP”) tarafindan, LinkedIn kullanicilarinin kisisel verilerinin
yapay zeka modellerinin egitimi amaciyla kullanilmasini istememeleri halinde, 3 Kasim tarihine

kadar ilgili paylasim ayarlarini devre disi birakmalari gerektigi konusunda uyarida bulunulmustur.

AP, LinkedIn’in kullanici profilleri ve platform Gzerindeki kamuya acik paylasimlari yapay zeka egitimi kapsaminda
islemesinin, Genel Veri Koruma TuzUgu (GDPR) agisindan onemli riskler barindirdigini degerlendirmistir. Otoriteye
gore, kisisel veriler bir kez yapay zeka modellerine aktarildiginda, bu veriler Gzerindeki kontrol fiilen kaybolmakta;
verilerin sonradan silinmesi veya etkilerinin geri alinmasi mimkin olmamaktadir. AP Baskan Yardimcisi Monique
Verdier, bu tir veri kullanimlarinin 6ngoérilemeyen sonuglar dogurabilecegini ve 6zellikle kullanicilar hakkinda
hassas ¢ikarimlar Uretilmesi riskini beraberinde getirdigini vurgulamistir. Bu nedenle, LinkedIn’in s6z konusu veri
kullanimini varsayilan olarak aktif hale getirmesinin, kullanicilarin bilgilendirilmis ve 6zglr iradeye dayali rizasi
bakimindan sorunlu olabilecegi belirtilmistir. AP ayrica, LinkedIn’in Avrupa’daki faaliyetlerinin esasen irlanda Veri
Koruma Otoritesi'nin denetim alaninda bulundugunu, ancak konunun sinir 6tesi niteligi nedeniyle ilgili otoriteler

arasinda is birligi yarutalduginu ifade etmistir.

ilgili degerlendirmeye buradan ulasabilirsiniz.

Fransa Avrupa Ombudsmani (European Ombudsman) tarafindan, Avrupa Komisyonu’nun yapay
zeka icin uyumlastirilmis standartlarin gelistiriimesi siirecinde seffaflik, kapsayicilik ve hesap
verebilirlik yikimliiliiklerini yerine getirip getirmediginin incelenmesi amaciyla bir sorusturma

baslatilmistir.

Ombudsman’in yarittigld inceleme, bir sivil toplum kurulusunun sikdyeti Uzerine baslatilmis olup, vyeni

standartlarin hazirlanmasinda hangi paydaslarin yer aldigi, standart olusturma siireglerinin ne élcide agikhk tasidig

ve Komisyon’un bu sirecleri nasil denetledigi gibi hususlara odaklanmaktadir.

Sorusturma kapsaminda Ombudsman, Avrupa Komisyonu’na:

* Standartlarin gelistiriimesinde gorev alan gruplarin bilesimi ve temsil edilmeleri,

* Standardizasyon kuruluslarin uyguladigi seffaflik kurallari,

* Sirecin yonetim ve gozetim mekanizmalari ile sonuglarin degerlendirilmesi hakkinda bilgi saglama taleplerini
iletmistir.

Ombudsmanin amaci, Avrupa Birligi dizeyinde yapay zeka standartlarinin olusturulmasi slrecinin AB idaresi

acisindan iyi yonetisim ilke ve yikamlalukleriyle uyumlu olup olmadigini degerlendirmektir.

ilgili degerlendirmeye buradan ulasabilirsiniz.


https://nltimes.nl/2025/09/24/dutch-privacy-watchdog-urges-linkedin-users-opt-ai-data-training-nov-3
https://www.ombudsman.europa.eu/en/news-document/en/212272
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isvicre Veri Koruma Otoritesi (“FDPIC”) tarafindan, web sitelerinde gerezlerin kullanimina iliskin
gilincellenmis bir rehber yayimlanmistir. S6z konusu rehberde, cerezler ve benzeri izleme
teknolojilerinin kisisel verilerin islenmesi bakimindan hangi hallerde acik riza gerektirdigi ile bu

kapsamda dikkat edilmesi gereken uygulama tiirleri agiklanmistir.

GUlncellenen rehberde 6zellikle asagidaki hususlara yer verilmektedir:

* Kisisellestirilmis reklam ve Gciinci taraf erisimi: Uglinci taraf cerezleri veya benzeri teknolojiler araciligiyla
kisisel verilere erisim saglanmasi ve bu verilerin birden fazla sitede izlenmesi halinde, bu tir kullanimlarin yiksek
riskli profilleme olusturabilecegi ve bu durumda kullanici rizasinin gerekli olabilecegi vurgulanmistir.

* Konum verisi toplamanin riskleri: Cerez veya benzeri araglarla elde edilen konum verilerinin, bir kullanicinin
gercek kimligini belirlemeye veya kisisel 6zellikleri hakkinda gikarimlar yapilmasina yol acabilecegi belirtilmistir.

*  “Cookie paywall” modelleri: Kullaniclya cerezlere riza verme veya Ucretli abonelik secenekleri sunan “cookie
paywall” uygulamalarinin ne kosullarda hukuka uygun kabul edilebilecegi aciklanmistir.

Rehber ayrica, FDPIC'in Federal Veri Koruma Yasasl (FADP SR 235.1) ve ilgili diger diizenlemeler ile yargi kararlari ve

otoritenin denetim pratikleri i1siginda olusturuldugunu ve uzman bir kitleye ydnelik oldugunu belirtmektedir.

ilgili rehberin tamamina buradan ulasabilirsiniz.

Avrupa Veri Koruma Kurulu (European Data Protection Board) ve Avrupa Komisyonu tarafindan,
Dijital Pazarlar Yasasi (DMA) ile Genel Veri Koruma Tiiziigii (GDPR) arasindaki uygulamadaki
kesisim noktalarinin agikliga kavusturulmasi ve hukuki belirsizliklerin azaltilmasi amaciyla ortak

bir rehber taslagi yayimlanmistir.

ilgili taslak, iki diizenleyici cerceve arasindaki iliskiyi sirketler ve diger paydaslar icin daha net hale getirmeyi
hedeflemektedir.

Ortak rehber, 6rnegin; DMA kapsamindaki “gatekeeper” olarak tanimlanan blyuk dijital platformlarin kisisel
verilerle ilgili yikamluliklerini GDPR ile nasil uyumlu hale getirecegi; veri kombinasyonu, veri tasinabilirligi ve
Uglncl taraf uygulama magazalari gibi alanlardaki GDPR ile DMA arasindaki uygulama c¢akismalarinin nasil ele
alinacag gibi unsurlara agiklik getirmeyi amaglamaktadir.

Yayimlanan bu ilk sirim igin ortak kamuoyu danisma slreci 9 Ekim 2025’te baslatiimis olup, geri bildirimler 4 Aralik

2025’e kadar alinmistir. Toplanan gorisler rehbere yansitilarak 2026’da nihai metin olusturulacaktir.

ilgili rehberin tamamina buradan ulasabilirsiniz.


https://www.edoeb.admin.ch/en/cookie-guidelines-updated-version
https://www.edpb.europa.eu/news/news/2025/dma-and-gdpr-edpb-and-european-commission-endorse-joint-guidelines-clarify-common_en
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Avrupa Veri Koruma Kurulu (European Data Protection Board — EDPB) tarafindan, 2026 yili icin

koordine denetim ¢ergevesi (Coordinated Enforcement Framework — CEF) kapsaminda odak

konusunun belirlendigi duyurulmustur.

EDPB’nin besinci koordine denetim calismasinin, GDPR’In 12, 13 ve 14. maddelerinde dizenlenen seffaflik ve
bilgilendirme yuktumlulUklerinin - uygulanmasina odaklanacapi bildirilmistir. EDPB’ye gore, GDPR’daki bu
yukumlulukler gercek kisiler kisisel verilerinin islendiginde bilgilendirilme ve seffaflik hakkina sahip olmalarini
saglamakta ve bireylerin verileri Gzerinde daha etkin kontrol elde etmesine katki sunmaktadir.

Koordine denetim cercevesinde ulusal veri koruma otoriteleri (DPAs), bu konuya iliskin uyum calismalarini gondllu
olarak yUrltecek ve 2026 boyunca yurutilecek denetimlerin bulgulari EDPB tarafindan merkezi olarak toplanip
analiz edilecektir. Analiz sonuglari, gerekirse hem ulusal hem de Avrupa dizeyinde takip ve rehberlik amagl

kullanilacaktir.

ilgili degerlendirmeye buradan ulasabilirsiniz.

Hollanda Veri Koruma Otoritesi (Autoriteit Persoonsgegevens — AP) tarafindan, se¢menlerin
yapay zeka tabanli sohbet botlarindan elde edilen se¢im bilgilerine giivenmemeleri gerektigi

konusunda uyarida bulunulmustur.

AP, bu tir yapay zeka sistemlerinin yanhs, eksik veya yaniltici bilgi Gretme riski tasidigini ve ozellikle secim
donemlerinde demokratik stirecler Gzerinde olumsuz etki yaratabilecegini belirtmistir.

Kurum tarafindan yapilan agiklamada, yapay zeka sohbet botlarinin secimlere iliskin icerik Uretirken kaynagi belirsiz
verilerden vyararlanabildigi, baglami yanls yorumlayabildigi ve kullanicilari farkinda olmadan yonlendirebilecek
ciktilar Gretebildigi vurgulanmis; .bu durumun, segmenlerin bilingli ve 6zglr iradeye dayal oy kullanma hakkini
zedeleyebilecegi ifade edilmistir.

AP ayrica, AB Yapay Zekd Yasasi (Al Act) kapsaminda, secmenlere kime oy verilecegi konusunda bilgi veya
yonlendirme sunan yapay zeka sistemlerinin “ylksek riskli” olarak degerlendirilmesi gerektigine dikkat cekmis; bu
thr sistemlerin, vyalnizca teknik dogruluk degil; seffaflik, tarafsizlik ve denetlenebilirlik agisindan da siki

yuktumlullUklere tabi olmasi gerektigi belirtmistir.

ilgili habere buradan ulasabilirsiniz.


https://www.edpb.europa.eu/news/news/2025/coordinated-enforcement-framework-edpb-selects-topic-2026_en
https://www.politico.eu/article/dont-ask-chatbots-how-vote-dutch-authorities-tell-voters-election/
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Avrupa Komisyonu tarafindan, Meta ve TikTok hakkinda, Dijital Hizmetler Yasasi (Digital Services
Act — DSA) kapsamindaki vyikiimliiliiklerin ihlal edildigi iddiasiyla 6n inceleme bildirimi
gonderilmistir.

Komisyon, her iki sirketin de arastirmacilara kamuya acik verilere yeterli erisim saglamadigini ve bu suretle DSA’da
ongorilen seffaflik yikumldlUklerini yerine getirmedigini degerlendirmektedir. Ayrica Meta’nin, Facebook ve
Instagram platformlarinda yasa disi iceriklerin bildirilebilmesine yonelik etkili bir mekanizma sunmadigi yoninde 6n
bulgulara yer verilmistir.

Bildirim kapsaminda sirketlere, inceleme dosyalarini gézden gegirme ve Komisyon’un 6n tespitlerine yazili yanit
sunma imkani taninmistir. Stire¢ sonunda ihlallerin teyit edilmesi halinde, ilgili sirketlerin klresel yillik cirolarinin

%6’sIna kadar idari para cezasi ile karsilasabilecegi belirtilmistir.

ilgili degerlendirmeye buradan ulasabilirsiniz.

30’dan fazla veri koruma otoritesinden olusan Global Privacy Enforcement Network (Global
Privacy Enforcement Network — GPEN) tarafindan, g¢ocuklara yonelik cevrimici hizmetlerde
gizliligin korunmasina odaklanan 10. yillik kiiresel uyumluluk denetiminin (sweep) baslatilacagi

duyurulmustur.

GPEN tarafindan yiruttlecek denetim kapsaminda; popiler cocuk odakl web siteleri ve mobil uygulamalarin
cocuklara ait kisisel verileri hangi 6l¢tde topladigl, gizlilik uygulamalarinda seffaflik saglayip saglamadigl ve
cocuklara vyonelik veri isleme faaliyetlerinin koruyucu mekanizmalarla sinirlandirilip  sinirlandiriimadigi
incelenecektir. Ozellikle:

* Yas dogrulama mekanizmalarinin varligi ve etkinligi,

* Cocuklarin verilerinin toplanmasini ve paylasiimasini sinirlayan gizlilik ayarlari ve kontrolleri,

e Gizlilik bildirimlerinin cocuklar ve ebeveynler acisindan anlasilabilirligi

denetimin temel odak noktalari arasinda yer almaktadir.

GPEN, bu calismayla birlikte cocuklarin g¢evrimici ortamlarda artan gorinlrlUgl karsisinda, veri sorumlularinin
hesap verebilirlik ve c¢ocuk odakli tasarim ilkelerine uygun hareket edip etmedigini degerlendirmeyi

amaclamaktadir.

ilgili duyuruya buradan ulasabilirsiniz.


https://ec.europa.eu/commission/presscorner/detail/en/ip_25_2503
https://www.privacyenforcement.net/index.php/content/2025-global-privacy-enforcement-network-sweep-focuses-protection-childrens-privacy
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Avrupa Veri Koruma Denetgisi (European Data Protection Supervisor — EDPS) tarafindan, AB

kurumlari, organlari ve ajanslarinin (EUIs) yapay zeka sistemlerini gelistirirken, tedarik ederken ve
kullanirken veri koruma risklerini sistematik bicimde degerlendirmelerine yardimci olmak

amaciyla yeni bir rehber yayimlanmistir.

Rehber; risk yonetimi metodolojisi, yasam dongiisi yaklasimi ve birlikte ¢alisabilirlik kavramlarini ele alirken, yapay
zekdya 0Ozgl belirli veri koruma risklerini ve bunlara yonelik teknik/organizasyonel azaltim 6nlemlerini
aciklamaktadir. Dokiiman, 1SO 31000:2018 risk yonetimi metodolojisini esas alarak hesap verebilirlik ilkesini
merkeze yerlestirmektedir. Bu kapsamda EDPS, kurumlarin yalnizca riskleri tespit etmekle yetinmemelerini, ayni
zamanda bu risklerin nasil azaltildigini, hangi 6nlemlerin ne o6lgide etkili oldugunu ve karar alma sirecinin
belgelendirilmesini bekledigini vurgulamaktadir. Rehber, Al sistemlerinin tim yasam déngisi boyunca strekli risk

degerlendirmesi ve izleme yapilmasini 6ngérmektedir.

ilgili dokiimana buradan ulasabilirsiniz.

Avrupa Veri Koruma Denetgisi (European Data Protection Supervisor — EDPS) tarafindan, Genel
Veri Koruma Tiiziigli (General Data Protection Regulation — GDPR) ile Yapay Zeka Yasasi (Artificial
Intelligence Act — Al Act) arasindaki etkilesime iliskin ortak bir rehberin yakinda yayimlanacagi
duyurulmustur.

EDPS tarafindan yapilan agiklamada, s6z konusu rehberin; iki dizenlemenin kesistigi alanlarda ortaya ¢ikan hukuki
belirsizlikleri gidermeyi, veri koruma hukuku ile yapay zekaya 6zgl yukimlilUklerin uygulamada nasil birlikte ele
alinmasi gerektigini netlestirmeyi amacladigi belirtilmistir. Rehberin, European Commission ile is birligi icinde
hazirlanacag belirtilmistir. Bu kapsamda rehberin; 6zellikle yiksek riskli yapay zeké sistemleri, otomatik karar alma,
seffaflik ve hesap verebilirlik yikimlulikleri ile risk temelli yaklasimin GDPR ve Al Act cercevesinde nasll

uyumlastirilacagina aciklik getirmesi beklenmektedir.

ilgili duyuruya buradan ulasabilirsiniz.


https://www.edps.europa.eu/system/files/2025-11/2025-11-11_ai_risks_management_guidance_en.pdf
https://iapp.org/news/a/edps-to-issue-joint-guidance-on-gdpr-ai-act-interplay-with-european-commission
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Fransa Veri Koruma Otoritesi (Commission Nationale de I'iInformatique et des Libertés — CNIL)

tarafindan, reklamlarda tiiketicilerin kisisel verilerinin ekonomik degeri ile bireylerin sirketlerin
veri toplama uygulamalarina neden temkinli yaklasmalari gerektigi konularini ele alan bir

arastirma yayimlanmistir.

CNIL tarafindan gergeklestirilen ankette, katilimcilarin %65'i kisisel verilerini ayda en fazla 30 avro karsihginda
paylasabilecegini belirtmistir. Bununla birlikte katilimcilarin 6nemli bir bolima, kisisel verilerini daha iyi koruyan
hizmetler icin 6deme yapmak istemedigini ve tutar ne olursa olsun verilerini satmayi tercih etmedigini ifade
etmistir. Bulgular, kullanicilarin verilerin parasal karsilhgina iliskin algisinin sinirli oldugunu ve mahremiyetin
ticarilestiriimesine karsi glicli bir cekince bulundugunu ortaya koymaktadir.

CNIL, bu sonuglarin; “lcretsiz hizmet” karsiliginda veri paylasiminin asimetrik bir pazarlik iliskisi yarattigini ve
tuketicilerin uzun vadeli riskleri cogu zaman yeterince dngdremedigini gosterdigini vurgulamistir. Otorite ayrica,
reklam ve pazarlama ekosisteminde seffaflik ve bilingli tercih mekanizmalarinin giiclendirilmesi gerektigine dikkat

cekmistir.

ilgili arastirmaya buradan ulasabilirsiniz.

Avrupa Veri Koruma Kurulu (European Data Protection Board — EDPB) tarafindan, e-ticaret
sitelerinde kullanicilarin hesap olusturmaya zorlanmasina iliskin 2/2025 sayili Tavsiye Karari

yayimlanmistir.

EDPB, zorunlu hesap olusturmanin GDPR kapsaminda kural olarak hukuka aykiri oldugunu; bu uygulamanin gereksiz
veri toplama, uzun sureli saklama, glvenlik agiklari ile izleme ve profilleme riskleri dogurdugunu vurgulamistir.
Kurul, tek seferlik satislar, iade slrecleri ve veri sahibi haklarinin kullanimi gibi islemlerin ¢ogu icin hesap
olusturmanin gerekli olmadigini; bu amaclarin misafir satin alma gibi daha az mudahaleci yontemlerle
karsilanabilecegini belirtmistir.

Tavsiye Karar’'nda, e-ticarette varsayilan yaklasimin kullaniciya se¢im sunmak oldugu; misafir satin almanin esas,
hesap olusturmanin ise ancak abonelik gibi sinirli ve gercekten gerekli durumlarda istisna olarak kabul edilebilecegi

ifade edilmistir. Karar, 12 Subat 2026’ya kadar kamuoyu gorUsiine acik haldedir.

ilgili tavsiye kararina buradan ulasabilirsiniz.


https://www.cnil.fr/fr/monetisation-des-donnees-personnelles-combien-valent-nos-donnees
https://www.edpb.europa.eu/our-work-tools/documents/public-consultations/2025/recommendations-22025-legal-basis-requiring_en
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Avustralya tarafindan, 16 yas alti cocuklarin sosyal medya kullanimini tamamen yasaklayan

diizenlemenin yiirirliige konuldugu ve bu alanda diinyada ilk lilke olundugu agiklanmistir.
Gectigimiz yil Avusturalya tarafindan kabul edilen ve birkag¢ glin 6nce resmen yirirlige giren yasa kapsaminda;
TikTok, Instagram, YouTube, Facebook, X ve Snapchat dahil olmak Gzere 10 biyuk platform, 16 yas alti kullanicilarin

erisimini engellemekle yikumld kilinmigtir.

Dizenlemeye gore, yukimliltklerini yerine getirmeyen platformlar 49,5 milyon Avustralya dolarina kadar idari
para cezasl ile karsi karslya kalabilecek. Yasanin yurlrlige girmesinden once Meta, Avustralya’daki 16 yas alti
Facebook ve Instagram hesaplarini kapatmaya baslamistir. Yasa uygulamaya girdikten sonra ise yalnizca TikTok’ta
200.000'den fazla hesabin devre disi birakildigl, énimizdeki glinlerde yiz binlerce hesabin daha kapatilmasinin

beklendigi bildirilmektedir.

Yaklasik 1 milyon ¢ocugu etkiledigi belirtilen yasak kapsaminda, bircok cocugun sosyal medya platformlarinda veda
mesajlari paylastigl aktarilmaktadir. Duzenleme, cocuklarin cevrim ici ortamda korunmasina yonelik sert ve
dogrudan mudahaleci bir yaklasim benimsemesi bakimindan kuresel Olcekte dikkat cekici bir 6rnek olarak

degerlendirilmektedir.

ilgili habere buradan ulasabilirsiniz.



https://www.reuters.com/legal/litigation/australia-social-media-ban-takes-effect-world-first-2025-12-09/
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Avrupa Konseyi ve Avrupa Parlamentosu tarafindan, Genel Veri Koruma Tizigi’niin (GDPR) sinir

otesi uygulanmasina iliskin usul kurallarini giincelleyen diizenleme kabul edilmistir.

Revize edilen metin; sinir 6tesi sorusturmalarda yer alan ulusal veri koruma otoriteleri arasindaki is birligi ve
koordinasyonun nasil tesis edilecegini ayrintilandirmaktadir. Dizenleme kapsaminda 6zellikle:

» Sikayetlerin sunulmasi ve ele alinmasi usulleri,

* Erken ¢6zim mekanizmalarinin devreye alinmasi,

* Otoriteler arasi bilgi paylasimi ve gorus bildirme slregleri,

* Karar alma sureleri ve takvimleri

netlestirilmistir.

Amag, sinir 6tesi GDPR dosyalarinda uygulama birligini gliclendirmek, strecleri 6ngorilebilir ve etkin hale getirmek

ve hem veri sorumlulari hem de veri sahipleri agisindan hukuki belirsizlikleri azaltmaktir.

ilgili dokiimana buradan ulasabilirsiniz.

Birlesik Krallik iletisim Ofisi (Office of Communications — Ofcom) tarafindan, yapay zeka sohbet
botu saglayicilarinin Online Safety Act (Cevrim i¢i Glivenlik Yasasi) kapsamindaki yiikiimliiliiklere

nasil uyum saglamasi gerektigini agiklayan bir rehber yayimlanmistir.

Ofcom, kullanicidan kullaniciya hizmet sunan, arama hizmeti saglayan veya yetiskinlere yonelik icerik Ureten tim
sohbet botlarinin, insan denetimi olmaksizin calissalar dahi, Yasa kapsamindaki zararli ve yasa disi icerikle
micadele, risk degerlendirmesi ve koruyucu énlemler kurallarina tabi oldugunu belirtmistir. Rehberde; sohbet
botlarinin Gretebilecegi iceriklerin risk temelli olarak degerlendirilmesi, uygun givenlik kontrollerinin uygulanmasi

ve kullanicilarin yaniltiimamasi icin gerekli seffaflik tedbirlerinin alinmasi gerektigi vurgulanmaktadir.
Ofcom ayrica, yapay zeka sistemlerinin otomatik yapisinin, hizmet saglayicilarin  sorumlulugunu ortadan
kaldirmadigini; 6zellikle cocuklarin korunmasi ve zararh iceriklerin yayilmasinin dnlenmesi bakimindan hesap

verebilirlik ilkesinin esas oldugunu ifade edilmektedir.

ilgili rehbere buradan ulasabilirsiniz.


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L_202502518
https://www.ofcom.org.uk/online-safety/illegal-and-harmful-content/ai-chatbots-and-online-regulation-what-you-need-to-know
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Fransa Veri Koruma Otoritesi (“CNIL”) tarafindan, bir perakende sirketinin isyerinde ses kayit
ozellikli gizli kameralar kullanmasi nedeniyle Genel Veri Koruma Tiiziigii’'niin (GDPR) birden ¢ok
hilkkmiiniin ihlal edildigi tespit edilmis; s6z konusu sirkete 100.000 € idari para cezasi

uygulanmistir. Karar, Deliberation SAN-2025-008 kapsaminda agiklanmistir.

CNIL'in incelemesine gore sirket, depolarda duman dedektori gboriniminde gizlenmis kameralar yerlestirmis ve bu

cihazlar hem gorinti hem de ses kaydi yapmistir. Otorite, bu uygulamanin calisanlarin mahremiyetine orantisiz

midahale olusturdugunu ve GDPR’In asagidaki ilkelerini ihlal ettigini belirlemistir:

e Hukuka uygunluk, dirustlik ve seffaflik ilkesi (GDPR m.5-1-a) ve hesap verebilirlik yukimluligd (m.5-2)
kapsaminda, kameralarin varligi ve amaci ¢alisanlara uygun sekilde bildirilmemistir.

e Veri minimizasyonu ilkesi (GDPR m.5-1-c) ihlal edilmistir; zira mikrofonla yapilan ses kaydi ¢alisan konusmalarini
da icermekte ve amagla olgull degildir.

* Veri koruma gorevlisinin (DPO) stirece dahil edilmemesi gibi yuktumliltkler yerine getirilmemistir.

CNIL kararinda, gizli kameralar gibi gbzetim araclarinin yalnizca istisnai ve gecici durumlarda, énceden uygun bir

GDPR uyumluluk degerlendirmesi yapildiktan ve gerekli énlemler alindiktan sonra kurulabilecegi vurgulanmistir.

ilgili kararin tamamina buradan ulasabilirsiniz.

Avusturya Veri Koruma Otoritesi (Datenschutzbehoérde) tarafindan, kasalarda yapilan kart
6demeleri sirasinda miisterilerin PIN girislerini de kaydeden giivenlik kameralari nedeniyle IKEA

hakkinda verilen 1.500.000 € idari para cezasi, yargi incelemesi sonucunda onanmistir.

Sorusturma, anonim bir ihbar Uzerine baslatiimis; magaza giris-cikislari ve 6deme noktalari dahil olmak Uzere dokuz
kamerayla sirekli video kaydi yapildigi ve bu kayitlar sirasinda yaklasik 637 muisterinin PIN bilgilerinin
gbruntllendigi tespit edilmistir. Otorite, soz konusu gdzetimin amagla orantisiz oldugunu, veri minimizasyonu ve
dirist isleme ilkelerini ihlal ettigini ve gecerli bir hukuki dayanaga dayanmadigini degerlendirmistir.

Sirket, gdzetimin glvenlik amaci tasidigini; gérantilerin blylk kisminda kimligin belirlenebilir olmadigini ve cezanin
grup cirosu Uzerinden hesaplanmasinin orantisiz oldugunu ileri strerek karara itiraz etmistir. Ancak mahkeme,
GDPR m.5/1-(a), 5/1-(c) ve 6/1 hikiumlerinin ihlal edildigi sonucuna varmistir. DPA'nin tespitleri yerinde bulunmus;
cezanin orantili oldugu ve sirketin yillik cirosunun %0,21’i seviyesinde kalarak GDPR’daki %4 Ust sinirin oldukga

altinda bulundugu ifade edilmistir.

ilgili karara buradan ulasabilirsiniz.


https://gdprhub.eu/index.php?title=CNIL_(France)_-_SAN-2025-008&mtc=today
https://gdprhub.eu/index.php?title=BVwG_-_W258_2299744-1&mtc=today
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Hamburg Veri Koruma Otoritesi (Hamburg Commissioner for Data Protection and Freedom of
Information) tarafindan, finansal hizmetler sunan bir sirketin otomatik karar alma sistemi
kullanarak kredi karti basvurularini seffaf olmayan sekilde reddettigi ve veri sahiplerine kararin
mantigi hakkinda yeterli bilgi sunmadigi tespit edilmis; bu gerekgelerle s6z konusu sirkete

492.000 € idari para cezasi uygulanmistir.

Otorite tarafindan yapilan incelemede, sirketin kredi karti basvurularini biytk 6lcide otomatik degerlendirme
sistemleri araciligiyla sonuglandirdigi; ancak basvurusu reddedilen kisilere, kararin hangi kriterlere dayandigina ve
otomatik karar alma surecinin nasil isledigine iliskin anlasilir ve erisilebilir bir agiklama saglamadigi tespit edilmistir.
Bu durumun, veri sahiplerinin haklarini fiilen kullanabilmesini engelledigi degerlendirilmistir.

Hamburg DPA, s6z konusu uygulamanin GDPR m.12 kapsaminda seffaflik yukimlulugini, m.13 ve 14'te
dizenlenen bilgilendirme yukidmlaliklerini ve m.22’de yer alan otomatik karar alma rejimini ihlal ettigini
belirtmistir. Ozellikle, yalnizca genel ve soyut ifadelerle bilgilendirme yapilmasinin, veri sahiplerinin kararin
mantigini anlamasi acisindan yeterli olmadigi vurgulanmistir.

Kararda ayrica, otomatik karar alma sireglerinin finansal sonuglar dogurdugu durumlarda, veri sorumlularinin daha
yuksek bir acikhk ve 06zen standardina tabi oldugu; algoritmik degerlendirmelerin “kara kutu” niteliginde

birakilmasinin GDPR ile bagdasmadigi ifade edilmistir.

ilgili degerlendirmeye buradan ulasabilirsiniz.

italya Veri Koruma Otoritesi (Garante per la Protezione dei dati Personali) tarafindan, ¢ocuklarin
glinlik yasamlarina iliskin hassas anlari da iceren gorsellerin internet ortaminda yayimlanmasi

nedeniyle bir ¢ocuk bakim merkezine 10.000 € tutarinda idari para cezasi uygulanmistir.

Otorite tarafindan yapilan incelemede, merkezin ¢ocuklara ait fotograflari ¢evrim ici platformlarda paylastigi; bu
paylasimlarin ¢ocuklarin mahremiyetini ve givenligini riske atabilecek nitelikte oldugu tespit edilmistir. Kararda,
ebeveyn onayinin tek basina yeterli bir hukuki dayanak olusturmadigi, cocuklarin kisisel verilerinin islenmesinde
gocugun Ustln yararinin her zaman 6ncelikli olarak degerlendirilmesi gerektigi vurgulanmistir.

Garante, cocuklarin gérsellerinin yayimlanmasinin kalci dijital izler dogurabilecegini ve ileride telafisi glic sonuglara
yol agabilecegini belirterek, bu tir veri isleme faaliyetlerinde son derece sinirl, 6lcili ve gerekgelendirilmis bir

yaklagim benimsenmesi gerektigini ifade edilmistir.

ilgili karara buradan ulasabilirsiniz.


https://gdprhub.eu/index.php?title=HmbBfDI_(Hamburg)_-_Fine_against_a_financial_company&mtc=today
https://gdprhub.eu/index.php?title=Garante_per_la_protezione_dei_dati_personali_(Italy)_-_10162731&mtc=today
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Birlesik Krallik Veri Koruma Otoritesi (Information Commissioner’s Office — ICO) tarafindan, 2023
yilinda meydana gelen genis kapsaml veri ihlali nedeniyle dis kaynak hizmeti saglayicisi Capita

PLC hakkinda 14 milyon sterlin tutarinda idari para cezasi uygulanmasina karar verilmistir.

ICO tarafindan yapilan incelemede, Mart 2023’te bir calisanin sirket cihazina kot amach bir dosya indirmesiyle
baslayan olay sonucunda, yaklasik 6,6 milyon kisiye ait kisisel verilerin yetkisiz kisilerin erisimine acildig| tespit
edilmistir. inceleme kapsaminda, saldiriya iliskin “yiiksek ®&ncelikli” bir giivenlik uyarisinin ilk 10 dakika icinde
olusturulmasina ragmen, ilgili cihazin yaklasik 58 saat boyunca karantinaya alinmadigi belirlenmistir.

Otorite, bu gecikmenin ihlalin kapsamini 6nemli 6lclde artirdigini ve Capita’nin uygun teknik ve organizasyonel
givenlik 6nlemlerini alma yukimlulGguni yerine getirmedigini degerlendirmistir. Kararda, 6zellikle blyik olgekli ve
hassas veri isleyen hizmet saglayicilarinin, erken uyari mekanizmalarina zamaninda midahale etme ve olaylara hizli
sekilde yanit verme konusunda daha ylksek bir 6zen standardina tabi oldugu vurgulanmistir.

Bu gerekgelerle ICO, veri guvenligi ihlalinin onlenebilir nitelikte oldugu ve sirketin ihmalinin ciddi sonuglar

dogurdugu sonucuna vararak 14 milyon sterlin para cezasini orantili bulmustur.

ilgili karara buradan ulasabilirsiniz.

Hollanda Veri Koruma Otoritesi (Autoriteit Persoonsgegevens - AP) tarafindan, kredi
derecelendirme kurulusu Experian Nederland hakkinda kisisel verilerin usulsiiz sekilde islenmesi

nedeniyle 2,7 milyon € tutarinda idari para cezasi uygulanmasina karar verilmistir.

AP tarafindan yuratilen sorusturma; tlketicilerin telefon veya elektrik faturalarini taksitle 6deyememesi ya da
yiksek depozito talepleriyle karsilasmasi tizerine baslatiimistir. inceleme sonucunda, Experian’in misterileri adina
kredi raporlari hazirlattigl, ancak bu siregten etkilenen bireylerin bilgilendiriimedigi ve veri sahiplerine islenen
bilgilerin dogrulugunu kontrol etme veya itiraz etme imkani taninmadigi tespit edilmistir.

Otorite, bu uygulamalarin GDPR kapsaminda seffaflik, durustlik ve veri dogrulugu ilkeleriyle bagdasmadigini; veri
sahiplerinin temel haklarini fiilen kullanmasini engelledigini degerlendirilmistir. Ayrica, kredi derecelendirme gibi
bireylerin ekonomik durumunu dogrudan etkileyen faaliyetlerde, veri sorumlularinin daha yiksek bir 6zen ve
bilgilendirme standardina tabi oldugu vurgulanmistir.

Bu gerekgelerle AP tarafindan, Experian’in veri isleme faaliyetlerinin hukuka aykiri oldugu sonucuna vararak 2,7

milyon avroluk para cezasini orantili bulunmustur.

ilgili karara buradan ulasabilirsiniz.


https://ico.org.uk/about-the-ico/media-centre/news-and-blogs/2025/10/capita-fined-14m-for-data-breach-affecting-over-6m-people/
https://www.autoriteitpersoonsgegevens.nl/actueel/experian-krijgt-boete-van-27-miljoen-euro-voor-privacyovertredingen
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ispanya Veri Koruma Otoritesi (Agencia Espafiola de Proteccion de Datos — AEPD) tarafindan, bir
finansal hizmetler sirketine kisisel veri ihlali nedeniyle 1,5 milyon € tutarinda idari para cezasi

uygulanmistir.

AEPD tarafindan yirutilen incelemede, sirket sistemlerinde meydana gelen veri ihlalinin ardindan cok sayida
kisinin, kisisel bilgilerinin kullanildigi oltalama (phishing) e-postalari almaya basladigi tespit edilmistir. Otorite, ihlal
edilen verilerin Gglncd kisilerce kotlye kullanildigini ve bunun veri sahipleri agisindan dolandiricilik ve kimlik kdtlye
kullanimi risklerini artirdigini degerlendirmistir.

Kararda, sirketin kisisel verilerin glvenligini saglamak Ulzere uygun teknik ve organizasyonel onlemleri alma
yukumlulGginu yerine getirmedigi; ayrica ihlalin etkilerini sinirlandirmaya yonelik 6nleyici mekanizmalarin yetersiz
kaldig vurgulanmistir. Bu durumun, GDPR’da dngdrilen veri glivenligi ve hesap verebilirlik ilkeleriyle bagdasmadig
belirtilmistir.

Bu gerekgelerle AEPD, ihlalin kapsami ve veri sahipleri Gzerindeki etkileri dikkate alindiginda 1,5 milyon avroluk idari

para cezasinin orantili oldugu sonucuna ulasti.

ilgili karara buradan ulasabilirsiniz.

Fransa Veri Koruma Otoritesi (Commission Nationale de I'Informatique et des Libertés — CNIL)
tarafindan, Apple hakkinda verilen 8 milyon € idari para cezasi, yargl incelemesi sonucunda
onanmistir.

Karara konu olayda, bir veri sahibinin Apple’in iPhone isletim sistemlerinde yer alan “kisisellestirilmis reklamlar”
ayarinin varsayilan olarak acik olmasi nedeniyle CNIL'e yaptigi sikdyet yer almaktadir. Yapilan incelemede, ilgili
ayarin ayarlar mendsinde erisilmesi zor bir konumda bulundugu, kullanicilarin bu 6zelligi devre disi birakabilmek
icin birden fazla adim gegmek zorunda kaldigi ve bu nedenle kullanicilarin 6zgir iradeye dayali ve bilgilendirilmis bir
riza verdiginin kabul edilemeyecegi tespit edilmistir.

CNIL, reklam kisisellestirme gibi kullanici davraniglarinin izlenmesini iceren veri isleme faaliyetlerinde, rizanin agik,
kolay erisilebilir ve kullanici dostu bir sekilde alinmasi gerektigini; varsayilan ayarlarin bu yikimlaligu bertaraf
edecek bicimde tasarlanmasinin hukuka aykiri oldugunu vurgulamistir. Mahkeme de bu degerlendirmeyi yerinde

bularak para cezasini orantili gdrmustdr.

ilgili karara buradan ulasabilirsiniz.


https://gdprhub.eu/index.php?title=AEPD_(Spain)_-_EXP202402154&mtc=today
https://gdprhub.eu/index.php?title=CE_-_473833&mtc=today
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Almanya’da Bélge is Mahkemesi (LAG Hamm) tarafindan, 22 ay boyunca isyerinde kesintisiz
kamera goézetimi altinda tutulan bir ¢alisana 15.000 € tutarinda manevi tazminat 6denmesine

hilkkmedilmistir.

Kararin arka planinda, bir fabrika calisaninin lretim salonunda birkac metre mesafede bulunan bir kameranin
stirekli olarak kendisini izledigini fark ederek bunun kisisel haklarina miidahale olusturdugu iddiasiyla isverene karsi
dava agmasi yer almaktadir. Yapilan incelemede, sirketin fabrika sahasinda ofis alanlari, mola odasi ve depolar dahil
olmak Ulzere toplam 34 glvenlik kamerasi bulundugu; bu kameralarin tim alanlari 24 saat esasina gore izledigi ve
kayitlarin en az 48 saat sireyle saklandigi tespit edilmistir. Ayrica sistemin yiksek ¢cozinarlikla kayit yapabildigi ve
calisanlarin canli olarak takip edilmesine imkan tanidigi belirlenmistir.

Mahkeme, bu kapsamli ve slrekli gézetimin orantililik ilkesini ihlal ettigini, calisan Uzerinde sirekli izlenme baskisi
yarattigini ve kisisel verilerin korunmasina iliskin temel ilkelere aykiri oldugunu degerlendirmistir. Glvenlik amaci
ileri surtlse dahi, bu denli genis kapsamli ve kesintisiz bir izleme uygulamasinin mesru kabul edilemeyecegi
vurgulanmistir. Bu gerekcelerle mahkeme, calisanin kisilik haklarinin ihlal edildigi sonucuna vararak 15.000 avro

manevi tazminata hikmetmistir.

ilgili karara buradan ulasabilirsiniz.

Yunanistan Veri Koruma Otoritesi (Hellenic Data Protection Authority — HDPA) tarafindan, takma
adla eser yayimlayan bir yazarin gercek adinin toplu bir e-posta gonderimi sirasinda yanliglikla ifsa

edilmesi nedeniyle bir yayinevine 9.000 € tutarinda idari para cezasi uygulanmistir.

HDPA tarafindan yapilan incelemede, yayinevinin birden fazla aliclya gdénderdigi e-postada, yazarin kimligini aciga
cikaran bilgilerin yer aldigi ve bu ifsanin yetersiz teknik ve organizasyonel givenlik énlemlerinden kaynaklandigi
tespit edilmistir. Otorite, takma ad kullaniminin yazarin 6zel hayatinin korunmasi agisindan énemine dikkat ¢ekerek,
bu tlr bilgilerin yetkisiz sekilde agiklanmasinin ciddi mahremiyet ihlali olusturdugunu degerlendirilmistir.

Kararda, veri sorumlusunun veri glvenligini saglama ve kisisel verilerin yanlislikla veya yetkisiz ifsasini dnleme
yukidmluliklerini yerine getirmedigi; basit idari sireclerde dahi asgari gizlilik kontrollerinin uygulanmasi gerektigi
vurgulanmistir. Bu gerekgelerle HDPA tarafindan, yayinevinin veri koruma yuktumlalUklerini ihlal ettigi sonucuna

vararak 9.000 avroluk para cezasini orantili bulunmustur.

ilgili karara buradan ulasabilirsiniz.


https://gdprhub.eu/index.php?title=LAG_Hamm_-_18_SLa_959/24&mtc=today
https://gdprhub.eu/index.php?title=HDPA_(Greece)_-_33/2025&mtc=today
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ispanya Veri Koruma Otoritesi (Agencia Espafiola de Proteccion de Datos — AEPD) tarafindan, bir
6grencinin fotografinin veli izni olmaksizin posterlerde yayimlanmasi gerekgesiyle bir okula

10.000 € tutarinda idari para cezasi uygulanmistir.

Karara konu olayda, engelli bir cocugun ebeveynlerinin, okulun oyun alani ve sinifta asili iki posterde ¢ocuklarinin
fotografinin yer aldigini belirterek yaptigi sikdyet bulunmaktadir. incelemede, posterlerde cocugun baska bir
ogrenci tarafindan saldiriya ugramis gibi gosterildigi ve istenmeyen davranislari ¢agristiran piktogramlar kullanildigi
tespit edilmistir.

Okul, posterlerin pedagojik amac tasidigini ve babanin 2021 yilinda imzaladigi genel iletisim izninin bu kullanim icin
yeterli oldugunu savunmustur. Ancak AEPD, s6z konusu iznin 6zel ve acik bir riza niteligi tasimadigini; 6zellikle
cocuklarin gorsellerinin, baglami itibariyla damgalayici veya hassas sonuclar dogurabilecek sekilde kullaniimasinin
daha yiksek bir koruma standardi gerektirdigini degerlendirmistir.

Bu gerekgelerle AEPD tarafindan, okulun hukuka uygunluk, duristlik ve veri minimizasyonu ilkelerini ihlal ettigi

sonucuna vararak 10.000 avroluk para cezasini orantili bulunmustur.

ilgili karara buradan ulasabilirsiniz.

Fransa Temyiz Mahkemesi tarafindan, Apple hakkinda, 6nceden kullanici onayi alinmaksizin
kisisellestirilmis reklamlar sunmak amaciyla cihaz tanimlayicilarina erisildigi gerekgesiyle 2022

yilinda verilen 8 milyon € idari para cezasinin onandigi hiikme baglanmistir.

Kararin arka planinda, Fransa Veri Koruma Otoritesi (CNIL) tarafindan yapilan degerlendirme yer almaktadir. CNIL,
Apple’in gecerli bir kullanici rizasi almadan, kullanicilarin cihazlarinda depolanan tanimlayicilari App Store’da
kisisellestirilmis reklamlari etkinlestirmek icin kullandigini tespit etmisti. Otorite, bu uygulamanin hukuka uygunluk
ve riza gereklilikleriyle bagdasmadigini degerlendirmisti.

Temyiz Mahkemesi, reklam kisisellestirme gibi izleme temelli veri isleme faaliyetlerinde 6nceden, acik ve
bilgilendirilmis rizanin zorunlu olduguna dikkat cekerek, CNILin tespitlerini yerinde bulmus ve para cezasini orantili

gormaustar.

ilgili karara buradan ulasabilirsiniz.


https://gdprhub.eu/index.php?title=AEPD_(Spain)_-_EXP202316921&mtc=today
https://gdprhub.eu/index.php?title=CE_-_473833&mtc=today

www.dlattorneysatlaw.com

istanbul’da bulunan DL Avukatlik Birosu (“DL”), miivekkillerine genellikle kurumsal coziimler (izerinde odaklanmis
kapsamli hukuki hizmet sunmaktadir. DL Tirkiye’nin 6nde gelen hukuk birolarindan biri olarak, ticari ve vergisel
¢OzUmler sunarak piyasadaki deneyimiile muvekkillerine ¢c6ziim odakl ve kisiye 6zel hukuki hizmet vermektedir.

Blromuzda hizmet veren avukatlar, Sirketler Hukuku — Birlesme & Devralmalar, Reglle Sektorler, Rekabet Hukuku,
Kisisel Verilerin Korunmasi, Ticaret Hukuku, Is Hukuku, Tasfiye ve Kurumsal Yeniden Yapilandirma, Tasinmazlar,
Davalar ve Vergi Uyusmazliklari dahil ve fakat bunlarla sinirl olmamak Uzere bir¢ok alaninda uzmanlasmislardir. DL
Avukatlik Blrosu sirketler hukuku alaninda karmasik Birlesme & Devralma islemlerinde hukuki danismanlik hizmeti
sunmak basta olmak Uzere ortak girisim, yeniden yapilandirma ve genel sirketler hukuku konularina iliskin hukuki
goris ve destek vermektedir. DL Avukatlik Blrosu gerek yerli gerekse yabanci sirket ve sirket gruplarina hizmet
vermektedir.

© DL Avukatlik Burosu 2026. Tim haklari saklidir.


https://www.dlattorneysatlaw.com/
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